MACO
(Multiple Authentication Convenience Options)
MACO features 4 different authentication types – including biometric and PIN based - once the member authenticates they have access to their account within the mobile app.

WE ARE MOVING INTO OUR 2ND CALENDAR YEAR WITH MACO, CREDIT UNIONS NEED TO DECIDE TO PREPAY FOR A SET NUMBER OF LICENSES, OR TRUE-UP AT THE END OF THE CALENDAR YEAR. FOR PREVIOUS YEAR STATISTICS PLEASE REACH OUT TO THE IRSC, TO ASSIST WITH MAKING YOUR 2ND CALENDAR YEAR DECISIONS.

<table>
<thead>
<tr>
<th>Year</th>
<th>Prepaid</th>
<th>True-up</th>
</tr>
</thead>
<tbody>
<tr>
<td>2</td>
<td>$1.50/user</td>
<td>$1.90/user</td>
</tr>
<tr>
<td>3</td>
<td>$2.00/user</td>
<td>$2.50/user</td>
</tr>
</tbody>
</table>

WHAT AUTHENTICATION OPTIONS ARE AVAILABLE?

**Voice Recognition**
Use your voice to authenticate, the member records and submits a passphrase. This setup requires the member to record a voice phrase 3 times, once enrolled the member will repeat the phrase to authenticate.

**PIN:**
Use a 4-digit PIN to authenticate. To establish PIN authentication the member will enter a chosen 4-digit PIN, and then re-enter the PIN to confirm. To authenticate with PIN, the member verifies the PIN they created.

**Fingerprint:**
Use the fingerprint verification feature on your mobile device to authenticate. To setup fingerprint verification, the member will need to verify the fingerprint that is currently setup on their device. Fingerprint verification will only show for those mobile devices that have this capability. To authenticate with fingerprint, the member will be asked to place their finger on the device’s sensor.

**Face Recognition:**
Use a face profile to authenticate. To setup face recognition, this requires an analysis of the member’s face. To authenticate with face recognition the member will center their face within the circle and watch the bar at the top for a high-quality image and perform a liveliness test, like blinking.