
If you have any questions, contact your Client Services Representative or  
a Secure File Transfer Implementation Specialist can be reached at SFT.Implementations@fisglobal.com 

 

 

Secure File Transfer Questionnaire             
SFT.IMPLEMENTATIONS@FISGLOBAL.COM  MODIFIED: 1/31/11 

 Please complete the below Secure File Transfer Questionnaire Form by typing or selecting the appropriate fields, Save a copy and then 
click the Submit button below to email to SFT Implementations.   Please note the minimum time for request is 30 days. 

                                                                                       TIP:  Hover over  ?  to view protocol information.    
 

 

GENERAL INSTITUTION INFORMATION  
Select One:   Request Date:   

Institution Name:  Corp ID:  

Primary Contact for Daily Transmissions: Prefix Plan(s): 

Contact Name:  1. 4. 

Phone: Ext:  2. 5. 

Email Address: 3. 6. 

Completed By: Confirmation Email address: 

DATA PROCESSOR INFORMATION  
DP NAME:  DP TYPE:  

DP Contact Name:  REQUESTED TEST DATE:  

DP Phone:  REQUESTED PRODUCTION DATE:  

DP Email:   (Allow 30 day min for production date) 

COMMUNICATION INFORMATION 
PROTOCOL:   HTTPS (WEB)  FTPS  SFTP  FTP (Frame/VPN) 

FILE INFORMATION 

TBS PLATFORM 

*CDS  (3rd party):  

 Format 110     Format 140    Format 170   

 Format 120     Format 150    Format 180   

 Format 130    Format 160  Format 200  

*Other 

 PIH (Posting file)    421R (Marketing file)   Maintenance  

 Deposit (includes payments and cash advances)   E-Reports 

Pass Thru Platform 

*CTF (Center Transaction File) 

 Nacha 1 (NA1)     Nacha 2.0 (NA2)    Nacha 3.0 (NA3) 

 Standard 2.0 (STD)     Standard 3.0 (ST3)    E-Reports 

*PBF(Positive Balance File) 

 Option 1    Option 2     Option 1 Maintenance 

*Other 
  Issue Opt 1      CRIS   Enhancements Plus   

 Name Match      LetterCheck   E-Reports 

Base 2000/B2K 
 

RS #________(FIS use) 

*CDS  (3rd party):  
 Format 130     Format 200  Format 300 

*Other 

 Posted Items History   Universal Data File      Maintenance (Non-Monetary)   

 Statements  New Accounts     Monetary      

 E-Reports       OSAB File 

Additional Details of the Project: 
 
 

By checking this box, I authorize billing for transmissions according to ourcontract pricing schedule effective as of the implementation date. 
 

Authorized Name Date 

 

    OSAB DE
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	Secure File Transfer Questionnaire
	SFT.Implementations@fisglobal.com  MODIFIED: 1/12/11

	Please complete the below Secure File Transfer Questionnaire Form by typing or selecting the appropriate fields, Save a copy and then click the Submit button below to email to SFT Implementations.   Please note the minimum time for request is 30 days.
	GENERAL INSTITUTION INFORMATION 
	DATA PROCESSOR INFORMATION 

	Institution Name: 
	Corp ID: 
	Completed By: 
	Confirmation Email address: 
	DP NAME: CU*Answers
	DP Contact Name: Lorie Morse, Asst Mgr Conv Programming
	HTTPS WEB: HTTP is a protocol designed to securely transfer encrypted information through internet using Secure Socket Layer (SSL) protocol which is standard for transmitting files over internet. This option allows user to access a Secure Website to sign on with a pre-established user Id and Password to transfer files back and forth. Customer must initiate to either send or receive files.This is the simplest product offering available. It is structured to allow a client to open an internet browser, select a URL and from there they are prompted to access the site for uploads and downloads. This option does NOT lend itself to automation.
	RS: 
	Additional Details of the Project: 
	Primary Contact Name: 
	Primary Contact extension: 
	Primary Contact Email: 
	Primary Contact Phone: 
	Prefix 4: 
	Prefix 6: 
	Prefix 3: 
	Prefix 2: 
	Prefix: 
	DP Phone: 616-285-5711 x117
	DP Email: lmorse@cuanswers.com
	Production DATE: 
	FTP: FTP is designed to transfer data from peer to peer. FIS utilizes this protocol for transmitting files via frame relay and site to site virtual private networks. An FIS provided login ID and passwords are required for secure transmission. Leased line can be obtained from FIS or any service provider and an FTP client program can be used to establish connection.Typically this option is recommended for customers that transmit time sensitive data with no user intervention. This option also allows the customers to automate file transfers.
	HTTPS CHECK: 
	0: Off

	Button4: 
	0: 
	3: 

	Help ftps: 
	FTPS CHECK: 
	1: Off

	SFTP CHECK: Off
	SFTP Button: 
	TBS_CDS: 
	0: 
	0: Off
	1: Off
	2: Off

	1: 
	0: Yes
	1: Off
	2: Off

	2: 
	0: Off
	1: Off
	2: Off

	4: 
	0: Off
	1: Off
	2: Off

	5: 
	2: Off
	0: Yes


	Pass Thru: 
	0: 
	0: Off
	1: Off
	2: Off

	1: 
	0: Off
	1: Off
	2: Off

	3: 
	0: Off
	1: Off
	2: Off

	5: 
	0: Off
	1: Off
	2: Off

	6: 
	0: Off
	1: Off
	2: Off

	8: 
	0: Off
	1: Off
	2: Off

	10: 
	0: Off
	1: Off
	2: Off

	11: 
	0: Off
	1: 
	0: Off
	1: Off

	2: 
	0: Off
	1: Off


	12: 
	0: Off


	REQUESTED TEST DATE: 
	Your Name: 
	Select One: [Conversion]
	DP Type Select One: [Service Bureau]
	E-mail: 
	Print a Copy: 
	Reset Form: 
	FTPS: FTPS is much like FTP but uses Secure Socket Layer Protocol (SSL) to encrypt communication channel and provide secure interface for transmitting data over the internet.  An FTP client program is required to initiate the connection to a remote computer and can be configured to send or receive files. Login ID and Password is required for secure transmission. An FIS provided MLPS (Multi Protocol Label Switching) or a private VPN can be established for data transfer, or an Internet connectivity can be established through service providers.Typically this option is recommended for customers that transmit time sensitive data with automated scripts and no user intervention.
	FTP Check: Yes
	SFTP: SFTP uses Secure Shell Protocol (SSH) that is designed to authenticate, authorize and securely communicate transmission between a host server and its client. This product is used for peer to peer communication meaning both trading parties must have the software running on their system. For client that have the SSH product installed at their transmission facility, this method can be used to establish an encrypted connection via internet to transfer the files.Typically this protocol offers secure file transmission but the speed of delivery is slower than the standard FTP.
	Authorization Date: 
	Check this Box to authorize Billing: Off
	Request Date: 


